Design and Security Analysis of an AES encryption module

**Background:** Side Channel Analysis is a group of attacks that utilize side effects of implementations of cryptographic hardware to gain access to secrets. One of such attacks is a Differential Power Analysis (DPA). DPA is an extremely powerful technique that uses power consumption as a source of leakage. For this, many power traces of execution of cryptographic algorithm are collected and processed. Machine learning techniques are then used to correlate between the power traces and the secret keys. It was first published in 1996, and since then hundreds of works have been published on successful DPA attacks of different types and on protection methods.

**Project Description:** In this project, we will apply a basic DPA attack to an implementation of a most popular encryption algorithm today – AES (Advanced Encryption Standard). For this purpose, we will first implement the AES algorithm on an FPGA device. At the next stage, the FPGA device will be connected to an oscilloscope or a data acquisition device for collecting traces. The traces will then be processed and analyzed for finding a key. Finally, protection techniques will be evaluated.

The project phases will include:
- Design of the AES module on an FPGA
- Verification of the design
- Setting up the DPA experiment
- Collecting & Processing traces using signal processing techniques
- Implementing and testing the protection
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